
Morpho (Safran) today announced that is has integrated its GSMA Mobile Connect-based solution
with FIDO* (Fast Identity Online) Alliance certified biometric authentication to achieve even

greater convenience and control of secure credentials for the end customer and to ensure the

required level of assurance for the mobile network operator and its service provider partners.

Morpho has supported the GSMA Mobile Connect initiative since its inception. Mobile Connect

solves the issue of having to remember an ever-increasing number of usernames and passwords

by providing a single trusted, secure and convenient SIM-based authentication solution. Morpho’s GSMA Mobile

Connect solution, designed with that in mind, has been commercially available since March 2015.

This classic implementation of Mobile Connect, utilizing PIN entry on the mobile phone – that is “something I have and

something I know” – is now being further enhanced by utilizing Morpho’s new integration of facial recognition capability

into Mobile Connect: biometric verification, and adding “something I am.” Supporting FIDO as part of the Mobile

Connect service as specified by the GSMA enables a framework which is able to support different kinds of biometrical

authenticators in a very flexible way.

Morpho’s FIDO-enabled Mobile Connect solution, incorporating eKYC (electronic Know Your Customer) biometric

verification and enrollment, will be demonstrated at the GSMA Mobile World Congress in Barcelona, and will be

commercially available in the second half of 2016.

*FIDO (Fast IDentity Online) Alliance, www.fidoalliance.org, was formed in July 2012 to address the lack of interoperability

among strong authentication technologies, and to remedy the problems users face in creating and remembering

multiple usernames and passwords. The FIDO Alliance is changing the nature of authentication with standards for

simpler, stronger authentication that reduce a reliance on passwords.

The smart integration of FIDO Certified selfie checks and a Mobile Connect identity seemed to
us to be a logical step, as both FIDO and Mobile Connect address the same challenge: easier,
safer online authentication.

Anne Bouverot, Chair and CEO of Morpho

Morpho delivers GSMA Mobile Connect solution with FIDO
certified facial recognition authentication

‘Selfie'-based solution adds extra convenience to secure SIM-based online customer
authentication.
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https://www.idemia.com/solution/connectivity/
https://www.idemia.com/solution/identity/


About IDEMIA - OT-Morpho is now IDEMIA, the global leader in Augmented Identity for an increasingly digital world,
with the ambition to empower citizens and consumers alike to interact, pay, connect, travel and vote in ways that are
now possible in a connected environment.

Securing our identity has become mission critical in the world we live in today. By standing for Augmented Identity, we
reinvent the way we think, produce, use and protect this asset, whether for individuals or for objects. We ensure privacy
and trust as well as guarantee secure, authenticated and verifiable transactions for international clients from Financial,
Telecom, Identity, Public Security and IoT sectors.
OT (Oberthur Technologies) and Safran Identity & Security (Morpho) have joined forces to form IDEMIA. With close to $3
billion in revenues and 14,000 employees around the world, IDEMIA serves clients in 180 countries.

For more information, head to www.idemia.com. And follow us @IdemiaGroup on Twitter.
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